ANNEXURE 3

ONLINE ENROLMENT PROCESS

STEP 1:

Submit information about yourself – Please submit the following information about yourself. Remember that this information must be accurate, as it will be displayed in your Digital Certificate. You will also have to provide this same information in your Certificate Application Attestation Form.

· First and Last name in full. No abbreviations are permitted (Mandatory) 

· E-mail address (Mandatory) 

Note that the Certificate Pick-up Instructions will be sent to this e-mail id

STEP 2:

Photo ID Number: Please Enter here the Number of a Government issued Photo ID Card that you have. Acceptable Photo ID Numbers include Passport Number, a PAN Card Number, or a Voter ID Number. Practicing Company Secretaries can enter their CP Number here.

STEP 3:

Challenge Phrase - The Challenge Phrase is a unique phrase that protects you against

unauthorized action on your Digital Certificate. Do not share it with anyone. Do not lose it. You will need it when you want to revoke or renew your Digital Certificate. Your Challenge Phrase should not exceed 30 characters and must only be Alpha-numeric. Special characters are not permitted.

STEP 4

Cryptographic Service Provider (CSP) - Select “Microsoft Enhanced Cryptographic Provider V1.0” from the drop-down list box. This option generates and stores your Private Key in the browser.

NOTE: If your IE CSP options do not include the Microsoft Enhanced Cryptographic

Provider then you must update your browser with the appropriate service packs from the Microsoft Windows Update site (these are free updates) before you continue with the enrolment.Only these CSP’s will give you Private Keys that are 1024 bits in length. The Indian IT Act 2000 specifies that Digital Signatures will be awarded legal recognition only if they are created with Private Keys that are 1024 bits in length.

Step 5

Please enter the TRN and CD serial key exactly as provided to you in the email. 

STEP 6

Digital Certificate Subscriber Agreement: 

You must read this subscriber agreement before applying for, accepting, or using a Digital Certificate. If you do not agree to the terms of this subscriber agreement, do not apply for, accept, or use the Digital Certificate. Read the Subscriber Agreement and click the "Submit" button. This will submit your registration information to NSE.iT.

Note: As your enrolment is getting submitted, the Web page will display a few popup windows that tell you that your Key-Pair is getting generated and will be stored in the certificate store you selected (i.e. IE) Please select “Yes” or “Accept”, wherever you are prompted to do so.

Step 7: 

Click submit to enter your enrollment request.

(In case of any clarification/queries, members may please contact Mr. K.K. Shanoj on 022-28277604 or 022-32011330)

